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1. INTRODUCTION- This privacy noঞce provides you with details of how we collect 
and process your personal data through your use of our site: 
https://www.cruatech.com/  
 
By providing us with your data, you warrant to us that you are over 13 years of age. 
 
Cruatech is the data controller, and we are responsible for your personal data (referred 
to as “we”, “us” or “our” in this privacy noঞce). 
 
Contact Details 
Our full details are: 
Full name of legal enঞty: Cruatech Ltd.  
Person in Charge of Data Protecঞon: Avimukta Malakar 
Email address: Avimukta.malakar@cruatech.com 
Registered business address: Innovaঞon Campus, 11 Old Finglas Rd, Glasnevin, Dublin, 
D11 KXN4 
 
 
It is very important that the informaঞon we hold about you is accurate and up to date. 
Please let us know if at any ঞme your personal informaঞon changes by emailing us at: 
sales@cruatech.com 
 
 

2. WHAT DATA DO WE COLLECT ABOUT YOU, FOR WHAT PURPOSE 
AND ON WHAT GROUND WE PROCESS IT  
Personal data means any informaঞon capable of idenঞfying an individual. It 
does not include anonymised data. 
 
We may process the following categories of personal data about you: 

 Communication Data that includes any communicaঞon that you send to 
us whether that be through the contact form on our website, through email, 
text, social media messaging, social media posঞng or any other 
communicaঞon that you send us. We process this data for the purposes of 
communicaঞng with you, for record keeping and for the establishment, 
pursuance, or defence of legal claims. Our lawful ground for this processing is 
our legiঞmate interests which in this case are to reply to communicaঞons sent 
to us, to keep records and to establish, pursue or defend legal claims. 

 

 Customer Data that includes data relaঞng to any purchases of goods and/or 
services such as your name, ঞtle, billing address, delivery address email 
address, phone number, contact details, purchase details and your card 
details. We process this data to supply the goods and/or services you have 
purchased and to keep records of such transacঞons. Our lawful ground 



 

3 
 

for this processing is the performance of a contract between you and us 
and/or taking steps at you request to enter such a contract. 

 

 User Data that includes data about how you use our website and any online 
services together with any data that you post for publication on our website or 
through other online services. We process this data to operate our website and 
ensure relevant content is provided to you, to ensure the security of our website, 
to maintain back- ups of our website and/or databases and to enable publication 
and administration of our website, other online services, and business. Our lawful 
ground for this processing is our legitimate interests which in this case are to 
enable us to properly administer our website and our business.  

 

 

 Technical Data that includes data about your use of our website and online 
services such as your IP address, your login data, details about your browser, 
length of visit to pages on our website, page views and navigaঞon paths, details 
about the number of ঞmes you use our website, ঞme zone seমngs and other 
technology on the devices you use to access our website. The source of this 
data is from our analyঞcs tracking system. We process this data to analyse your 
use of our website and other online services, to administer and protect our 
business and website, to deliver relevant website content and adverঞsements to 
you and to understand the effecঞveness of our adverঞsing. Our lawful ground 
for this processing is our legiঞmate interests which in this case are to enable us 
to properly administer our website and our business and to grow our business 
and to decide our markeঞng strategy. Please also review the new changes to 
User Data under the GA4 category listed below. 

 

 Marketing Data that includes data about your preferences in receiving 
marketing from us and our third parties and your communication preferences. 
We process this data to enable you to partake in our promotions such as 
competitions, prize draws and free give-aways, to deliver relevant website 
content and advertisements to you and measure or understand the effectiveness 
of this advertising. Our lawful ground for this processing is our legitimate 
interests which in this case are to study how customers use our 
products/services, to develop them, to grow our business and to decide our 
marketing strategy. Please also review the new changes to User Data under the 
GA4 category listed below. 

 
 

 
 We may use Customer Data, User Data, Technical Data and Marketing Data to 

deliver relevant website content and advertisements to you (including Facebook 
adverts or other display advertisements) and to measure or understand the 
effectiveness of the advertising we serve you. Our lawful ground for this 
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processing is legitimate interests which is to grow our business. We may also use 
such data to send other marketing communications to you. Our lawful ground for 
this processing is either consent or legitimate interests (namely to grow our 
business). 

Sensitive Data 

Cruatech does not collect sensiঞve data. 

OR 

Cruatech does collect sensiঞve data. We collect it for the following purposes: 

(Sensiঞve data is medical informaঞon, biometric data, sexual orientaঞon, trade 
union membership, poliঞcal opinions, criminal history etc) 

 
3.  HOW WE COLLECT YOUR PERSONAL DATA 

We may collect data about you by you providing the data directly to us (for example 
by filling in forms on our site or by sending us emails). We may automaঞcally collect 
certain data from you as you use our website by using cookies and similar 
technologies. Please see our cookie policy for more details about this 
 
We may receive data from third parঞes such as analyঞcs providers such as Google based 
outside the EU, adverঞsing networks such as Facebook based outside the EU, such as 
search informaঞon providers such as Google based outside the EU, providers of 
technical, payment and delivery services, such as data brokers or aggregators. 
 
As per Google, GA4 will collect the below features: 

 How they collect both website and app data to understand the customer 
journey be�er.  

 Uses events instead of session-based data. 
 Includes privacy controls such as cookie less measurement and 

behavioural and conversion modelling. 
 Predicঞve capabiliঞes offer guidance without complex models. 
 Direct integraঞons to media pla�orms help drive acঞons. 
 IP anonymizaঞon is always enabled for GA4 properঞes & no manual action is 

required. 
 Google Analyঞcs 4 uses IP only to determine where to record other personal 

data of users, and then it is deleted. 

GA4 will no longer monitor sessions and pageviews but instead monitor events and 
parameters. 

Events are divided by: 

Automaঞcally collected events: 

The following parameters are collected by default with every event, including custom events: 

– language. 
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– page locaঞon 

– page referrer 

– page ঞtle 

– screen resoluঞon 

Enhanced Measurement events – These events allow measuring interacঞons with the website’s 
content by enabling opঞons (events) in the Google Analyঞcs interface. These events include 
scrolls, outbound clicks, site search, and video engagement. 

Recommended Events – These are events recommended by Google to help measure addiঞonal 
features and behavior and generate more detailed reports. 

Custom Events – Events and parameters that can be created and implemented based on 
website requirements. 

How Long does GA4 retain data: 

While for Universal Analyঞcs user-level and event-level data properঞes could have an 
indefinite duraঞon, user-level data can be retained for a maximum of 14 months for Google 
Analyঞcs 4 properঞes. 

For more informaঞon on how Goggle and GA4 collects your data please review the 
following link: h�ps://policies.google.com/terms?hl=en-US 

 

4. MARKETING COMMUNICATIONS 

Our lawful ground of processing your personal data to send you markeঞng 
communicaঞons is either your consent or our legiঞmate interests (namely to grow our 
business). 

You can ask us or third parঞes to stop sending you markeঞng messages at any ঞme (by 
logging into the website and checking or unchecking relevant boxes to adjust your 
markeঞng preferences) OR (by following the opt-out links on any markeঞng message 
sent to you or) OR by emailing us at sales@cruatech.com at any ঞme.  

If you opt out of receiving markeঞng communicaঞons this opt-out does not apply to 
personal data provided because of other transacঞons, such as purchases, warranty 
registraঞons etc. 

5. DISCLOSURES OF YOUR PERSONAL DATA 

We may have to share your personal data with the parঞes set out below: 

 Service providers who provide IT and system administraঞon services. 
 Professional advisers including lawyers, bankers, auditors, and insurers. 
 Third parঞes to whom we sell, transfer, or merge parts of our business or our 

assets. 

We require all third parঞes to whom we transfer your data to respect the security of your 
personal data and to treat it in accordance with the law. We only allow such third parঞes to 
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process your personal data for specified purposes and in accordance with our instrucঞons. 

6. TRANSFERRING OF PERSONAL DATA OUTSIDE EEA 
Our hosঞng is carried out by Cruatech who are based in Dublin, Ireland. Our website is 
held on Weebly pla�orm with servers in the US Locaঞon. 
 

7. DATA SECURITY 
We have put in place security measures to prevent your personal data from being 
accidentally lost, used, altered, disclosed, or accessed without authorisaঞon. We also 
allow access to your personal data only to those employees and partners who have a 
business need to know such data. They will only process your personal data on our 
instrucঞons, and they must keep it confidenঞal. We also only allow access to your 
personal data to those listed above who need to know such data. They will only 
process your personal data on our instrucঞons, and they must keep it confidenঞal. 
 
We have procedures in place to deal with any suspected personal data breach and will 
noঞfy you and any applicable regulator of a breach if we are legally required to. 

 

8. DATA RETENTION 
We will only retain your personal data for as long as necessary to fulfil the purposes we 
collected it for, including for the purposes of saঞsfying any legal, accounঞng, or 
reporঞng requirements. 
 
When deciding what the correct ঞme is to keep the data for, we look at its 
amount, nature and sensiঞvity, potenঞal risk of harm from unauthorized use or 
disclosure, the processing purposes, if these can be achieved by other means and legal 
requirements. 
 
For tax purposes the law requires us to keep basic informaঞon about our customers 
(including Contact, Idenঞty, Financial and Transacঞon Data) for up 6 years from the date 
of terminaঞon of employment. Once these ঞme periods have elapsed all relevant 
material will be safely and securely destroyed unless we are required to keep them 
for a legal reason i.e., wri�en allegaঞons/ complaints may be kept indefinitely. 
 
In some circumstances we may anonymise your personal data for research or 
staঞsঞcal purposes in which case we may use this informaঞon indefinitely without 
further noঞce to you. 
 
 

9. YOUR LEGAL RIGHTS 
Under data protecঞon laws you have rights in relaঞon to your personal data that 
include the right to request access, correcঞon, erasure, restricঞon, transfer, to object 
to processing, to portability of data and (where the lawful ground of processing is 
consent) to withdraw consent. 
 
You can see more about these rights at: h�ps://www.dataprotecঞon.ie/ 
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If you wish to exercise any of the rights set out above, please email sales@cruatech.com  
You will not have to pay a fee to access your personal data (or to exercise any of 
the other rights). However, we may charge a reasonable fee if your request is clearly 
unfounded, repeঞঞve, or excessive or refuse to comply with your request in these 
circumstances. 
 
We may need to request specific informaঞon from you to help us confirm your idenঞty 
and ensure your right to access your personal data (or to exercise any of your other 
rights). This is a security measure to ensure that personal data is not disclosed to any 
person who has no right to receive it. We may also contact you to ask you for further 
informaঞon in relaঞon to your request to speed up our response. 
 
We will endeavour to respond to all legiঞmate requests within one month. 
Occasionally it may take us longer than a month if your request is parঞcularly complex 
or you have made several requests. In this case, we will noঞfy you. 
 
If you are not happy with any aspect of how we collect and use your data, you have the 
right to complain to the Informaঞon Commissioner’s Office 
h�ps://www.dataprotecঞon.ie/. We should be grateful if you would contact us first if 
you do have a complaint so that we can try to resolve it for you. 
 
 

10. THIRD-PARTY LINKS 
This website may include links to third-party websites, plug-ins, and applicaঞons. 
Clicking on those links or enabling those connecঞons may allow third parঞes to 
collect or share data about you. We do not control these third-party websites and are 
not responsible for their privacy statements. When you leave our website, we 
encourage you to read the privacy noঞce of every website you visit.  
 
 
 
 

 

 

 

 

 

 


